HVL Visitor Privacy Notice 
This privacy notice is for visitors to our buildings/sites/premises. 
How we process your personal data

Havas UK respects the rights of each individual to have their privacy and personal data protected. Havas UK will observe the following principles when processing your personal data:
1. Processing your personal data fairly, lawfully and in a transparent manner;
2. Collecting your personal data for specified, legitimate purposes and not processing further in ways incompatible with those purposes;
3. Collecting your personal data which is relevant to and not excessive for the purposes for which it is collected and used.  We may render personal data anonymous when feasible and appropriate, depending on the nature of the data and the risks associated with the intended uses;
4. Maintaining your personal data and ensuring it is accurate, and where necessary, kept up-to-date. We will take reasonable steps to rectify or delete data that is inaccurate or incomplete;
5. Keeping your personal data only as long as it is necessary for the purposes for which it was collected and processed;
6. Processing your personal data in accordance with the individual’s legal rights;
7. Taking appropriate technical and organizational security measures to keep your data safe and prevent unauthorized access, unlawful processing, and unauthorized or accidental loss, destruction, or damage to personal data;
8. Processing your personal data only if it is lawful in accordance with a legal basis including if you have unambiguously given your consent to such processing.
What data is collected? 
In general, your personal data is collected directly from you, but it may also be collected from third parties. 

To accommodate your visit to our offices we will process the following categories of personal information: 
· Name(s), Email Address, Phone number; 
· Job Title, occupation, place of work, employer; 
· Information that may aid accessibility needs including any relevant special categories of information; 
· Reason for visiting; 
· Personal data recorded in any verbal or digital communications we may have with you; 
· Time of entry and exit, and duration of visit; 
· Recorded footage of you (where we are video recording an event that is either live or pre-recorded); and 
· CCTV footage of you. 

When you visit our offices, we will use your personal information to register you at the reception of our building who will log entry and exit times as part of building security measures.  

It is likely that our building services team and/or the individual or department you are visiting will also log your contact details in a database or digital calendar so we can monitor and manage your visit. 

You will also be captured on CCTV cameras during your visit which is also for security and monitoring purposes. 



Purpose, Legal Basis and Data Retention Period
 

	Purposes
	Legal basis
	Retention period

	To provide a security service, access control logs, security passes, out of hours records

	· Legitimate interests
· Public task (for the safety and security of our employees, contractors, agents and visitors of our building)
	Applicable limitation periods

	To ensure where there is a risk to life, injury, or other medical emergency, help and assistance can be provided as appropriate and without delay

	· Vital interest
· Schedule 1 Part 2 Paragraph 18 of the Data Protection Act 2018.
	Applicable limitation periods

	Application management
	· Legitimate interest 
	2 years

	Product and institutional communication management (website and social networks)
	· Legitimate interest 
	Duration of the communication plus applicable limitation periods

	Administrative and legal formalities and the fight against fraud
	· Legal and regulatory obligation
	Duration of applicable legal requirements

	Management and follow-up of contact requests
	· Legitimate interest 
	Time required to process the request

	Exercising your personal data rights
	· Legal and regulatory obligation
	1 year or 6 years from the request to exercise the right, according to the right exercised

	Participation in any of our events and/or programmes
	· Legitimate interest 
· Consent
· Performance of the contract
	Duration of the event/programme and related marketing activities plus applicable limitation periods



In the event of litigation/proceedings, particularly legal proceedings, initiated before the end of the above periods and which require the retention of personal data, particularly with a view to the establishment, exercise or defence of rights, such personal data shall be retained for the duration of said proceedings and until the exhaustion of the legal remedies. 
Who Are the Recipients of Your Data?
Your personal information will be limited to those who you would expect to know of your visit and where you voluntarily interact with our staff, or other office or building attendees.  
 

We may share your personal information with our suppliers, business partners and service providers where they are helping to provide services to you. 

For example, where you participate in an event/programme, we may share your personal data with the promotor/sponsor of the event/programme. In other cases and more generally, we may share your personal data with hosting providers of our websites, our auditors and statutory auditors, our legal advisers, our insurers, our duly authorized partners, service providers and subcontractors which we may use to carry out our activities, tax and social security bodies, public authorities, court officers and ministerial officers where applicable.
Data Transfer
Your personal data collected and processed for the purposes described above may in certain cases be transmitted to companies outside of the UK, including countries, which have less strict, or no data protection laws, when compared to those in the EEA or the UK.

Whenever we transfer your information as described in the paragraph above, we will take steps which are reasonably necessary to ensure that adequate safeguards are in place to protect your personal information and to make sure it is treated securely and in accordance with this privacy notice. In these cases, we rely on approved data transfer mechanisms (such as standard contractual clauses) to ensure your information is subject to adequate safeguards in the recipient country. If you are located in the UK or the EEA, you may contact us for a copy of the safeguards which we have put in place to protect your personal information and privacy rights in these circumstances.
 
Your data protection rights
You have certain rights in relation to your personal information, as listed below. We will handle any request to exercise your rights in accordance with applicable law and any relevant legal exemptions.

Right of access
As data subjects you may inquire as to the nature of the personal data Havas UK holds about you. You will be provided access to your personal data regardless of the location of the data processing and storage.

Right to rectification
If your personal data is inaccurate or incomplete, you may request that the data is amended.

Right to object
You have the right to object at any time to the processing of your personal data by Havas UK.

Right to erasure
You can ask for the deletion of your personal data when it is allowed by applicable laws and regulations.

Right to restriction of processing
You have the right to request the processing of your personal data to be restricted when it is permitted by applicable laws and regulations.

Right to data portability
If you meet the conditions settled by the applicable laws and regulations, you have the right to receive a subset of your personal data and to transmit it from Havas UK to another data controller. 

Right to lodge a complaint
You have the right to lodge a complaint with the competent supervisory authority. All requests for aforementioned rights, and any questions regarding this Data Protection Policy, may be sent to: Havas Data Protection Officer Data.protectionuk@havas.com
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